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Q5.12:
What s the limit on the maximum number of groups a user can be a member of when accessing a GPFS file system?

AsA2:
Each user may be a member of one or more groups, and the lst of group IDs (GIDs) that the current user belongs to is a part of the
process environment. This list is used when performing access checking during 1/0 operations. Due to architectural constraints, GPFS
code does not access the GID list directly from the process environment (kernel memory), and instead makes a copy of the list, and
imposes a limit on the maximum number of GIDs that may be smaller than the corresponding limit in the host operating system. The
maximum number of GIDs supported by GPFS depends on the platform and the version of GPFS code. Note that the GID lst includes
‘the user primary group and supplemental groups.

Table 44: Maximum number of GIDs supported

Platform | Maximum number of GIDs supported

AIX | 2,048

Linux with 4K page size (all supported platforms except the two | 1,020

below)

Linux with 64K page size (PPC64/RHELS/RHEL6/RHEL 7 16,380

platforms)

Windows | windows 05 limit (no limit in GPFS code)
Note:

1. The table reflects the maximum value that can be achieved with 18M Storage Scale 5.0.0 or later and AIX 7.1
or Later. On earlier versions of IBM Storage Scale or ALX, the limit is 128. For more information about configuring

the Number of Groups allowed, see https://www.ibm.com/support/knowledgecenter/ssw_aix_71/com.ibm.aix.security/
number_groups_allowed.htm.




